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INFORMATION TECHNOLOGY SYSTEM
COLLABORATION

RELATED APPLICATIONS

This application is a continuation of, and claims priority to,
U.S. patent application Ser. No. 12/147,053, filed Jun. 26,
2008, which is incorporated herein by reference in its entirety.

BACKGROUND

Enterprise 1T infrastructure today touches on multiple and
diverse aspects of business and technology. No single IT
management system can cover all these aspects at the same
time. This creates a situation where each point of view is
locked into disconnected systems that rarely communicate to
each other directly. There have been numerous attempts to
integrate these management systems so that all these points of
view are aggregated together into a single user interface. The
main idea of this approach is simple. If there is a single
interface then a single decision maker can have access to the
data available through a “single pane of glass,” the integrated
interface. However it is not practical because in vast majority
of cases IT management decision is made by a group of
people. It turns out that different groups of users are using
only some parts of the “single pane of glass” interface and do
not use others. It results in bloated and complicated user
interfaces where only parts of the interface pertaining to the
role and expertise of the decision maker are used and the rest
is ignored.

SUMMARY

A computer implemented method includes detecting an
event in a multi-component information technology system.
Multiple parties having an interest in the event are identified
and an interactive collaboration mechanism is identified.
Access to the collaboration mechanism is provided to the
identified multiple parties having an interest in the event. In
one embodiment, a machine readable medium has instruc-
tions for executing the method on a machine.

In one embodiment, a system includes an event detector
that detects an event in a multi-component information tech-
nology system. A reconciliation engine identifies multiple
parties interested in the event. A collaboration system pro-
vides an interactive collaboration mechanism to provide
access to the collaboration mechanism to the identified mul-
tiple parties having an interest in the event.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a flowchart illustrating a computer implemented
method of providing a collaborative environment to parties
interested in an event according to an example embodiment.

FIG. 2 is a block diagram of a system for providing a
collaborative environment to parties interested in an event
according to an example embodiment.

FIG. 3 is a block diagram of an enterprise information
technology system according to an example embodiment.

FIG. 4 is a block diagram of an enterprise information
technology system having a messaging server according to an
example embodiment.

FIG. 5 is a block diagram of a typical computer system for
implementing selected components of an enterprise informa-
tion technology system and performing computer imple-
mented methods in accordance with an example embodiment.
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2
DETAILED DESCRIPTION

In the following description, reference is made to the
accompanying drawings that form a part hereof, and in which
is shown by way of illustration specific embodiments which
may be practiced. These embodiments are described in suf-
ficient detail to enable those skilled in the art to practice the
invention, and it is to be understood that other embodiments
may be utilized and that structural, logical and electrical
changes may be made without departing from the scope ofthe
present invention. The following description of example
embodiments is, therefore, not to be taken in a limited sense,
and the scope of the present invention is defined by the
appended claims.

The functions or algorithms described herein may be
implemented in software or a combination of software and
human implemented procedures in one embodiment. The
software may consist of computer executable instructions
stored on computer readable media such as memory or other
type of storage devices. The term “computer readable media”
is also used to represent any means by which the computer
readable instructions may be received by the computer, such
as by different forms of wired or wireless transmissions.
Further, such functions correspond to modules, which are
software, hardware, firmware or any combination thereof.
Multiple functions may be performed in one or more modules
as desired, and the embodiments described are merely
examples. The software may be executed on a digital signal
processor, ASIC, microprocessor, or other type of processor
operating on a computer system, such as a personal computer,
server or other computer system.

Various embodiments may provide communication and
collaboration features in information technology (IT) man-
agement systems. In one embodiment, a point-of-attention
based method of sets up communication channels between
the participants of enterprise I'T management processes. 1T
management systems support this technique by bringing
problematic parts of the system to the attention of multiple
parties identified as having an interest in such parts of the
system.

A computer implemented method is illustrated at 100 in
FIG. 1. At 110, an event is detected in a multi-component
information technology system. Multiple parties having an
interest in the event are identified at 120. An interactive col-
laboration mechanism is created at 130, and access to the
collaboration mechanism is provided at 140 to the identified
multiple parties having an interest in the event. In one
embodiment, the process is iterative, in that interested parties
continue to be identified at 120 and provided access to the
collaborative mechanism, also referred to as a collaborative
environment. Further, interested parties may join or leave the
collaborative mechanism at their convenience as indicated at
150. As other topics of interest are identified, other collabo-
rative mechanisms may be identified and interested parties
provided access.

In various embodiments, the interactive collaboration
method may already exist and creation of it may consist of
associating it with the detected event. Communication
between the identified multiple parties are facilitated in the
collaboration mechanism, which may take the form of one or
more of achat room and a conference call. The chat room may
be any type of network type construct that facilitates commu-
nication between multiple parties. It may be a shared docu-
ment in one embodiment, or a discussion group in further
embodiments. Many other types of collaborative applications
may be used to facilitate communication between interested
parties. In one embodiment, the collaboration mechanism is a
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shared workspace communication facility. In still a further
embodiment, an autonomous bot is used to represent a party
in the collaborative mechanism. In further embodiments, the
communications may be logged to provide an accessible
record for analysis of the event and potential solutions.

In one embodiment, identifying multiple parties may
include monitoring activities of parties and correlating such
activities to the event. An example activity may include view-
ing a change order related to the event. The monitored activi-
ties may be recorded in a relational database in various tables,
and such tables may be joined to correlate the activities to the
event. In one example, an inventory table may include an
inventory of network cards and a network table may include
MAC addresses of network cards. A party interested in asset
management and party interested in network management
may be performing different activities related to inventory
and network aspects. They may be provided access to the
collaboration mechanism.

In a further embodiment, correlation may be performed
using an approximate matching mechanism. Such mecha-
nisms may be probabilistic, rule-based, ontology-based, etc.

In one embodiment, activities may include activities rep-
resentative of noticing the event. Activities representative of
noticing the event may include but are not limited to opening
files related to the event, accessing functions affected by the
event, performing activities that gave rise to an event. In a
further embodiment, the activities may be representative of an
interest in a subject giving rise to the event.

In one embodiment, a machine readable medium has
instructions for execution on a machine to perform the above
embodiments.

A system is illustrated at 200 in FIG. 2. An event detector
210 may operate to detect an event in a multi-component
information technology system 215. A reconciliation engine
220 may operate to identify multiple parties interested in the
event. A collaboration system 230 may operate to provide an
interactive collaboration mechanism that provides access to
the collaboration mechanism to the identified multiple parties
having an interest in the event. In one embodiment, the rec-
onciliation engine 220 identifies multiple parties by correlat-
ing activities of parties to interest by the parties in the event.

FIG. 3 is a block diagram of an enterprise information
technology system 300. System 300 may take many different
shapes, and include many different components. Different
parties may be interested in different parts of the system.
Users are generally concerned with applications that may be
running Storage subsystems may be provided by third parties,
and may be managed by different parties. Other parties may
be concerned with I/O systems, some with database applica-
tions, such as optimizing performance of databases by ensur-
ing that appropriate indices, tables and views are provided.
The functions involved in detecting events, identifying inter-
ested parties and facilitating collaboration may be provided
by just about any component, or set of components in various
embodiments.

In system 300, atypical enterprise I'T system topology with
new event collaboration, customers indicated at 301 connect
to a corporate system 302 through the World Wide Web or
other network in various embodiments. When a customer 301
opens a web page a web page request travels through a router
303, firewall 304, a switch 305, and a load balancer 306. The
load balancer 306 can direct the request to one of many web
servers 307 that will serve the page to the customer 301. If
authentication is required, then web server 307 might call to
an identity management system 308 to validate customer
credentials.
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After validation, web server 307 sends the request to a
portal 309 and one or more of many applications 310 that may
process the request. Depending on the nature of the request,
the application or applications 310 may make calls to one or
more backend systems such as applications 311, database
server 312, database server 313, personnel management sys-
tem 314, business management system 315, and various third
party applications. As multiple users connect to the web
server for different web pages, web page requests travel
through different parts of the system.

While customers are accessing the web pages, enterprise
system managers, such as a network manager 317 working
with a network management system 316, systems manager
318 working with a systems management server 319, asset
manager 320 working with an asset management database
321 and business activity manager 323 working with a busi-
ness activity monitoring system 322 monitor the corporate IT
system 302 to keep it operational and ensure the best service
to the customers 301. If a problem occurs, it may be brought
up to attention of the managers. The same problem in the IT
system may be brought to the attention of different managers.
The managers and customers may each be interested parties
in various embodiments.

As an example, suppose there was a recent change to one of
the database servers 313. Suppose this change causes over-
load condition on the database server 313 when customer 301
requests are traveling through it. A business activity monitor-
ing system 322 will bring this problem to attention of the
business activity manager 323. The business activity manager
323 will be presented with information representing the busi-
ness impact of the failure on the database server 313. Business
activity manager 323 will know the relative importance of
service rendered by the failing server in respect to the failures
accruing on the other servers. However, business activity
manager 323 will not have data about causes of the failure and
will not have any means of fixing it. At the same time the same
problem on the same server may be presented to the systems
manager 18 via a systems management server 319. The sys-
tems manager 318 will be presented with information about
current load on the database server 313, however, the systems
manger 318 will not know what services are provisioning
through the server 313 and will not know relative importance
of the problem on server 313.

In current systems, a typical scenario for resolving this
problem would require the business activity manager 323 to
open a problem ticket with a change management system 324.
Change management system 324 will propagate the change
request to the Network Manager 317, systems manager 318,
and asset manager 320. Atthe same time the systems manager
318 would also open a problem ticket in the change manage-
ment system 324 for a seemingly different problem. Change
management system 324 will also propagate the change
request to the network manager 317, business process man-
ager 323 and asset manager 320. As the result there are two
change tickets for the same problem and extra workload for
the asset manager 320 and network manager 317 that might
have nothing to do with the problem. The process of resolu-
tion of the problem becomes unnecessary complicated. The
source of this problem is in the lack of communication
between the business process manager 323 and systems man-
ager 318.

The operation of various components is illustrated in FIG.
4, with consistent numbering is illustrated in FIG. 3, in
response to an example event, such as an overload condition
on the database server 313. FIG. 4 is simplified in that the
system 302 is not illustrated to simplify the diagram. The
event may be detected by the systems management server 319
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which alerts system manager 318 about the server problem.
Systems manager 18 reacts to the alert by opening a user
interface form corresponding to the database server 313. Dur-
ing creation of the user interface form, systems management
server 319 signals at 401 to a messaging server 410 with a
request to register the systems manager 318 in a chat room
associated with the ID of the database server 313. If messag-
ing server 326 did not have a chat room associated with the
failing database server 313 it creates a new chat room, asso-
ciates it with the data base server ID and places systems
manager 318 in that chat room.

At approximately the same time business activity system
322 alerts business activity manager 323 about the problem
with the database server 313. Business activity manager 323
brings up a user interface form that corresponds to the data-
base server 313. Business activity system signals at 402 to
messaging server 410 with request to register business activ-
ity manager 323 with the chat room associated with the data-
base server 313. In this case messaging server 410 finds an
existing chat room and places the business activity manager
323 into that chat room. Messaging server 410 sends presence
notifications at 403, 404) to business activity system 322 and
systems management server 319 indicating that there are
other people or parties whose attention is directed towards the
database server 313 in question.

Business activity system 322 alerts business activity man-
ager 323 about presence of other people concerned with the
database server 313. At the same time systems management
server 319 alerts systems manager 318 about the presence of
other parties concerned about the database server 313.

At this point both business activity manager 323 and sys-
tems manager 318 are presented with a user interface to
initiate communication with each other. Any one is now
capable to initiate the communication. If initiated, the com-
munication can be carried out by an instant messaging sys-
tem, a teleconferencing system or any other collaborative
mechanism under control of the messaging server 410.

When any participating party closes the user interface form
or explicitly leaves the communication media, signals 402,
403 are sent to the messaging server 410 and the messaging
server 410 notifies 403, 404 other participants about such
closings of the user interface form or leaving a collaborative
mechanism. When the last participants closes his user inter-
face form or leaves the communication, the messaging server
410 discards the chat room and makes and retains chat con-
tent, list of participants and other relevant information in a
log.

The described method can be applied to any number of
participants using any system capable of connecting to the
messaging server 410, providing signals 401, 402, 403 and
404, and establishing a communication session 405. In fur-
ther embodiments, additional systems may provide for rec-
onciliation of identity of problematic component(s) and may
involve invitation of arbitrary participants in the communica-
tion associated with a problematic component.

A variety of methods may be used to identify that attention
is drawn to or interest demonstrated toward a particular event,
or system related to the event. In various embodiments, inter-
est may be demonstrated as a function of a time window,
frequency of lookups, duration of mouse hover, and other
typical user or party actions.

In one example embodiment, a collaborative environment
may be identified or created by using an IRC chat server as the
messaging server 410, IRC chat clients on the desktop sys-
tems of the participants 318, 323 and IRC interface compo-
nents working on the enterprise IT management systems 319,
322 for providing signals 401, 402, 403, and 404. In a further

10

15

20

25

30

35

40

45

50

55

60

65

6

embodiment, SIP protocol may be used for messaging and
multimedia session setup. Real time voice and video capa-
bilities as well as shared workspace communication facilities
may also be provided. Mechanisms to disable propagation of
presence information upon user request may also be pro-
vided. In still further embodiments, autonomous agents (bots)
may be used to represent system components 316, 321, and
324 in a collaborative embodiment. Commands may be gen-
erated to communicate with the autonomous agents (bots)
representing system components.

Collaboration features of prior I'T management systems are
not developed. Perhaps this is due to the fact that a single-
purpose IT management system does not require much of
collaboration, but when all of them are put together in a
context of an enterprise, then it was recognized by the inven-
tor that collaboration between the users of these systems
becomes important. The creation of seamless communication
channels between all stakeholders whose attention is drawn to
a particular component of enterprise infrastructure.

Communication between business activity manager and
systems manager can result in only one change request in one
embodiment will be opened with the change management
system 324. Business activity manager can communicate
relative business importance of a failing component in the
bigger picture of service provisioning. This can result in
better alignment between business and I'T activities and expe-
dite resolution of problems of high business importance.

A block diagram of a computer system that executes pro-
gramming for performing the above algorithm is shown in
FIG. 5. A general computing device in the form of a computer
510, may include a processing unit 502, memory 504, remov-
able storage 512, and non-removable storage 514. Memory
504 may include volatile memory 506 and non-volatile
memory 508. Computer 510 may include—or have access to
a computing environment that includes—a variety of com-
puter-readable media, such as volatile memory 506 and non-
volatile memory 508, removable storage 512 and non-remov-
able storage 514. Computer storage includes random access
memory (RAM), read only memory (ROM), erasable pro-
grammable read-only memory (EPROM) & electrically eras-
able programmable read-only memory (EEPROM), flash
memory or other memory technologies, compact disc read-
only memory (CD ROM), Digital Versatile Disks (DVD) or
other optical disk storage, magnetic cassettes, magnetic tape,
magnetic disk storage or other magnetic storage devices, or
any other medium capable of storing computer-readable
instructions. Computer 510 may include or have access to a
computing environment that includes input 516, output 518,
and a communication connection 520. The computer may
operate in a networked environment using a communication
connection to connect to one or more remote computers. The
remote computer may include a personal computer (PC),
server, router, network PC, a peer device or other common
network node, or the like. The communication connection
may include a Local Area Network (LAN), a Wide Area
Network (WAN) or other networks.

Computer-readable instructions stored on a computer-
readable medium are executable by the processing unit 502 of
the computer 510. A hard drive, CD-ROM, and RAM are
some examples of articles including a computer-readable
medium.

The Abstractis provided to comply with 37 C.F.R. §1.72(b)
to allow the reader to quickly ascertain the nature and gist of
the technical disclosure. The Abstract is submitted with the
understanding that it will not be used to interpret or limit the
scope or meaning of the claims.
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What is claimed is:

1. A computer implemented method comprising:

detecting, by a processor, an event in a multi-component

information technology system;

iteratively identifying two or more information technol-
ogy (IT) managers having an interest in the event,
wherein identifying comprises monitoring activities
of the two or more IT managers, wherein monitored
activities are recorded in tables of a relational data-
base, and the tables are joined to correlate the activi-
ties to the event, and wherein activities include activi-
ties representative of noticing the event, activities
representative of interest in a related change request,
and activities representative of an interest in a subject
giving rise to the event;

presenting to each IT manager information relating to an

impact of the event on a management area of each IT
manager;

creating an interactive collaboration mechanism among

the two or more I'T managers; and

providing access to the interactive collaboration mecha-
nism to the identified I'T managers having an interest
in the event.

2. The method of claim 1 further comprising facilitating
communication between the identified IT managers in the
interactive collaboration mechanism.

3. The method of claim 2 wherein the interactive collabo-
ration mechanism is a chat room.

4. The method of claim 2 wherein the interactive collabo-
ration mechanism is a conference call.

5. The method of claim 2 and further comprising logging
such communications.

6. The method of claim 1 wherein activities include view-
ing a change order related to the event.

7. The method of claim 1 wherein correlation of the activi-
ties to the event is performed using an approximate matching
mechanism.

8. The method of claim 1 wherein identifying comprises
correlating activities of parties to interest by the parties in the
event.

9. The method of claim 1, further comprising generating a
single problem ticket relating to the event as a result of the
collaboration among the two or more I'T managers.

10. The method of claim 1, wherein identifying comprises:

correlating the monitored activities to the event;

wherein the monitored activities include one or more of

opening files related to the event, accessing functions
affected by the event, and performing activities that gave
rise to the event.

11. A non-transitory machine readable storage medium
having instructions for information technology system col-
laboration, the instructions to:

detect an event in a multi-component information technol-

ogy system,

iteratively identify two or more information technology

(IT) managers having an interest in the event, wherein
the instructions to iteratively identify comprise instruc-
tions to monitor activities of the two or more IT manag-
ers, wherein monitored activities are recorded in tables
of a relational database, and the tables are joined to
correlate the activities to the event, and wherein activi-
ties include activities representative of noticing the
event, activities representative of interest in a related
change request, and activities representative of an inter-
est in a subject giving rise to the event;
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presenting to each IT manager information relating to an
impact of the event on a management area of each IT
manager;

creating an interactive collaboration mechanism among
the two or more I'T managers; and

providing access to the interactive collaboration mecha-
nism to the identified I'T managers having an interest in
the event.

12. The machine readable medium of claim 11, further
comprising instructions to facilitate communication between
the identified IT managers in the interactive collaboration
mechanism.

13. The machine readable medium of claim 12 wherein the
interactive collaboration mechanism is a chat room or a con-
ference call and the machine readable medium further com-
prises instructions to log communications occurring in the
chat room or conference call.

14. The machine readable medium of claim 12 wherein the
interactive collaboration mechanism is a shared workspace
communication facility.

15. The machine readable medium of claim 13 wherein an
autonomous bot is used to represent an I'T manager in the
interactive collaborative mechanism.

16. The machine readable medium of claim 11 wherein the
instructions to identify multiple IT managers comprise
instructions to to correlate activities of parties to interest by
the parties in the event.

17. The machine readable medium of claim 11, wherein the
machine readable medium further comprises instructions to
generate a single problem ticket relating to the event as a
result of the collaboration among the two or more I'T manag-
ers.

18. The machine readable medium of claim 11, wherein the
instructions to identify comprises instructions to:

correlate the monitored activities to the event;

wherein the monitored activities include one or more of
opening files related to the event, accessing functions
affected by the event, and performing activities that gave
rise to the event.

19. A system comprising:

a processor;

a machine-readable medium, the machine readable
medium having instructions stored therein the instruc-
tions executable by the processor to cause the system to,

detect an event in a multi-component information technol-
ogy system,

iteratively identify two or more information technology
(IT) managers interested in the event, wherein the
instructions to iteratively identify comprise instructions
executable by the processor to cause the system to moni-
tor activities of the two or more IT managers, wherein
monitored activities are recorded in tables of a relational
database, and the tables are joined to correlate the activi-
ties to the event, and wherein activities include activities
representative of noticing the event, activities represen-
tative of interest in a related change request, and activi-
ties representative of an interest in a subject giving rise to
the event;

present to each IT manager information relating to an
impact of the event on a management area of each IT
manager; and

provide an interactive collaboration mechanism and pro-
vide access to the collaboration mechanism to the iden-
tified I'T managers having an interest in the event.

20. The system of claim 19 wherein the instructions to

identify multiple I'T managers comprise instructions execut-
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able by the processor to cause the system to correlate activi-
ties of parties to interest by the parties in the event.

21. The system of claim 19, wherein the machine readable
medium further comprises instructions to generate a single
problem ticket relating to the event as a result of the collabo-
ration among the two or more IT managers.

22. The system of claim 19, wherein the instructions to
identify the two or more I'T managers having an interest in the
event comprises instructions executable by the processor to
cause the system to:

correlate the monitored activities to the event;

wherein the monitored activities include one or more of

opening files related to the event, accessing functions
affected by the event, and performing activities that gave
rise to the event.
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